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15 April 2021 
To  
▪ ECC List A 

▪ EFIS (main account) 

▪ PMSE (National Implementation of Recommendation 25-10) 

▪ Fixed Service (National Implementation of FS Recommendations) 

▪ Short Range Devices (National Implementation of Recommendation 70-03) 

▪ Document Database DocDB (National Implementation of ECC Decisions and Recommendations) 

 
Subject: Request to provide National Contact Point Information for national coordinators of the 
EFIS and the ECC Document Database 
 
The ECO is updating the security for the log-in to your national information held in the ECO 
Frequency Information System (EFIS) and the ECC Document Database (DocDB). 
 
This letter is requesting confirmation of your national contact person for; 
▪ EFIS; 

▪ PMSE - National Implementation in Recommendation 25-10; 

▪ Fixed Service - National Implementation of all 26 Fixed Service Recommendations; 

▪ Short Range Devices - National Implementation in Recommendation 70-03; 

▪ DocDB - National Implementation. 

An important element of the adoption of CEPT harmonisation measures is the administration 
commitment1 to ECC Decisions and, in particular, CEPT administrations are required to inform the 
Office on national implementation measures used to commit themselves to an ECC Decision. 
Moreover, CEPT administrations are invited to indicate whether they are implementing an ECC 
Recommendation2. In order to facilitate the communication of the relevant information to the Office, 
an online process has been setup to allow CEPT administration to manage individually the information 
in the ECO database (DoCDB), on the implementation of ECC Decisions and ECC Recommendations. 

Presently, CEPT administrations can upload, maintain and edit their national information in EFIS and 
DocDB using a log-in and password previously provided by the ECO. 

These log-in and passwords were often simplistic and do not provide adequate protection for the data 
of CEPT administrations. 

ECO is therefore introducing a new two-stage log-in to ensure the data provided by CEPT 
administrations remains secure. This new security procedure will send a unique personal identification 
number (PIN) to an email address nominated by the administration each time a log-in attempt is made. 

Presently when an administration attempts to log-in the PIN is automatically generated. 

 
1 See Rules of Procedure, Article 12.3 (for ECC Decisions) 
2 See Working Methods, A3.3.on the implementation of ECC Recommendations 



 

Pressing the submit button then opens access to the national data. 

In future, this PIN will be sent by email to the national registered email.  Log-in may only proceed 
once that PIN is correctly entered into the EFIS or the DocDB. 

To ensure this enhanced security can be brought into use, you are requested to complete the 
following table of national contact points. 

 

 Name of National 
Contact 

Email Address of National Contact Date last 
Logged-on 

EFIS (main account)    

PMSE (National 
Implementation of 
Recommendation 25-10) 

   

Fixed Service  
(National Implementation of 
FS Recommendations) 

   

Short Range Devices  
(National Implementation of 
Recommendation 70-03) 

   

Document Database DocDB 
(National Implementation of 
ECC Decisions and 
Recommendations) 

   

 

Your assistance in facilitating the introduction of this enhanced security of your national data is very 
much appreciated. We kindly ask you to provide your feedback to Ms Anne-Dorthe Hjelm 
Christensen anne-dorthe.hjelm.christensen@eco.cept.org  before 30 May 2021. 

 

Best regards 

 

Per Christensen 

Director 
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